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■ 管理者が許可するUSBデバイスだけを利用できるように制御可能
■ USBデバイスやファイルの利用ログを記録
■ USBデバイスで外部へ持ち出すファイルは暗号化でさらに安全

「セキュアプライム DC」は、許可したUSBデバイスだけを利用可能にし、
USBデバイスで外部へ持ち出すファイルは暗号化して安全対策をするシステムです。

製品特長

USBデバイス個別識別で利用を制御！ 
ファイル暗号化で、さらにセキュリティ強化！

［デバイス不正利用防止］
［ログ管理］［ファイル自動暗号化］

許可されたUSBデバイスは使用可能に、
未許可のUSBデバイスは利用不可に。
デバイスを認証し利用制御することで
情報漏洩を防止します。

USBデバイス管理システム
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プログラム構成

■デバイス管理サーバー

■クライアント

デバイス制御ツール / デバイス情報取得ツール / 復号ツール

※本製品にUSBメモリーは付属していません。

動作環境
最新の動作環境は、Webサイトでご確認ください。

■デバイス管理サーバー

対応OS ●Windows Sever
 ●Linux

Java / Tomcat ●Java / Tomcatが動作する環境

データベース ●PostgreSQL
 ●MySQL
 ●Microsoft SQL Server

■クライアント

対応OS ●Windows

制御対象デバイス ●リムーバブルドライブ / CD / DVD
 ※内臓CD-ROMや内臓SDカードリーダー
 なども制御対象です。
 ※メモリーカード個々の識別はできません。
 カードリーダーデバイス単位での識別となります。

 ●USBおよびIEEE1394接続のHDD / FDD
 ※FDDはデバイス情報がPC / ポートで同一
 であれば利用可能です。
 ※内蔵HDD / 内臓FDDは制御対象外です。

■暗号化オプション

暗号化アルゴリズム  AES256bit

暗号化対象デバイス リムーバブルドライブ
 USBおよびIEEE1394接続のHDD
 ※FDおよびCD-ROMの暗号化はできません。
 ※詳細は弊社サイトでご確認ください。

希望小売価格（税抜）

基本パッケージ 500,000円
 USBデバイスの認証、ログ機能を
 利用できます。

クライアントライセンス 4,000円 
 ※1台のPCにつき1ライセンスで利用できます。
 ※基本パッケージとは別に必要です。

暗号化オプション 3,000円 
 ファイル暗号化機能をオプションで
 提供します。
 ※1台のPCにつき1ライセンスで利用できます。

年間保守 製品価格の15% 
 基本パッケージ / クライアントライセンス /
 オプションは、それぞれで保守契約します。

※基本製品機能は、USBデバイスの認証、ログ機能のみです。
　ファイル暗号化機能のご利用には、別途、暗号化オプションの
　購入が必要です。
※復号ツールはライセンスフリーです。
※ライセンス数に応じてボリュームディスカウントを
　ご用意しています。

USBデバイスを一括管理！ 
さらにファイルの暗号化でセキュリティ強化！
「セキュアプライム DC」は、今あるセキュリティ課題を解決します

デバイス不正利用防止

 セキュアプライム DCで解決！

必要なUSBデバイスのみ許可して使う！ 
不正なUSBデバイスは使わせず情報漏洩を防止
許可されたUSBデバイスは普段どおりに使えますが、未許可の
USBデバイスには画面をロックして使えなくします。
許可されたUSBデバイスは従来通りの操作性で利用でき、利便性の
低下がありません。

今使っているUSBデバイスを一括して、簡単に安全対策したい
  課題 私物のUSBデバイスが使われている。個々の管理までできないため情報漏洩が心配だ。
  課題 USBデバイスを利用禁止にしたが、安全性と引き替えに不便さが増した。

ログ管理

 セキュアプライム DCで解決！

USBデバイスの利用やファイルの持ち出しを
サーバーでログ記録
万が一のファイルトレースに利用可能
いつ、どの端末で、どのUSBデバイスを利用し、どのファイルが持ち出された
のかをログに記録します。 CSV形式でのダウンロードも可能です。   

ログ管理で持ち出しファイルを把握したい
  課題 万が一の情報漏洩を想定してログ管理も必要だ

ファイル自動暗号化

 セキュアプライム DCで解決！

暗号化によってファイルの安全性がアップ！
ファイルをUSBデバイスにコピーするだけで自動的に暗号化されます。
USBデバイスが外部に持ち出されても、ファイルの安全性は継続します。
USBデバイスの紛失･盗難、流出時にも、第三者はファイルを開けず
安心です。ファイル編集時には上書き保存で自動的に再暗号化され、
暗号化し忘れも防ぎます。 

USBデバイスの盗難・紛失や流出のリスクを防ぎたい
  課題 USBデバイスで持ち出されるデータの情報漏洩対策が必要だ。 コピー時に

自動暗号化

社内 /校内 /院内
ファイル

編集後に自動
再暗号化

※セキュアプライム、SecurePrimeは、株式会社ティエスエスリンクの登録商標です。
※Microsoft、WindowsおよびWindowsロゴは、米国Microsoft Corporationの米国およびその他の国における登録商標または商標です。
※記載された会社名、製品名などは、各社の登録商標もしくは商標、または弊社の商標です。 ※本紙に記載されている内容は、改良のため、予告なくデザインや仕様を変更することがあります。

製品詳細については、Webサイトをご覧ください。
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